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A.  ADMINISTRATIVE REMARKS
1. The Variable Message Format (VMF) Test and Evaluation Working Group (TEWG) 03-2 meeting was held at the Joint Interoperability Test Command (JITC), at Fort Huachuca, AZ, from 15-17 April January 2003.

2. The chairman, Mr. Lauro Teran, JITC, opened the meeting with general and administrative remarks.  

B.  ACTIVITIES RELATED TO VMF TESTING DEVELOPMENT

1. Briefing:  Interoperability Testing and System Certification 

a. Mr. Stu Brock (JITC) gave a briefing to the TEWG on JITC Interoperability Testing and System Certification, and the concept of the interoperability certification methodology (ICM). MCTSSA asked how this approach differs from how JITC currently tests.  Mr. Brock replied that this approach places more focus on system requirements, the use of available test events, and the objective of operationally realistic testing.  Mr. Buck Connally, MCTSSA asked for a copy of an Interoperability Certification Evaluation Plan (ICEP) to get an idea of the type of information found in these documents.

b. There was a general discussion of whether the Joint Interoperability Tests (JITs) such as those regularly scheduled for Link 16, Link 11, and United States Message Text Format (USMTF) testing, will be replaced by other types of testing events. JITC maintains that the JITs, in some format, would still be employed at JITC to meet some of the joint interoperability certification requirements.

2. Briefing:  Building Joint Requirements: the Joint Interoperability and Integration (JI&I) Approach to Meeting the Interoperability Challenge

a. Mr. Timothy Rucker, JFCOM JI&I, presented a briefing that addressed the information exchange requirement (IER) development process and the documents (CJCSI 3170.01, CJCSI 6212.01) that govern the joint requirements process.

b. There was a general discussion concerning standards that specify the implementation of VMF and the lower layer protocols need to be tightened, and that these standards need to be articulated in the IERs.

3. Briefing:  Ground-Based Midcourse Defense (GMD) VMF Message Set

a. Mr. George Blood, GMD JPO, presented a briefing that addressed background information on GMD, development and implementation of GMD IERs, and that status of the GMD VMF message set.

b. Mr. Kerry Blanchard, NCTSI, asked why VMF was selected as the messaging venue for GMD.  Mr. Blood replied that other messaging formats were considered, but their analysis of alternatives concluded that VMF will best meet the GMD requirements.

c. The JFCOM representative voiced a concern that the JFCOM IERs are not derived from an operational architecture, but rather seemed to be systems-based.

4. Briefing: JSF (F-35) VMF System Requirements and Verification

a. Mr. Alan Spurlock, Lockheed Martin JSF Interoperability, presented a briefing that addressed JSF interoperability challenges, VMF requirements and issues, and an overview of JSF VMF verification.

b. Mr. Spurlock showed a slide that listed the possible VMF, AFAPD and TACFIRE platforms, which generated much discussion.  The JSF is required to interface with Apache helicopters that still implement TACFIRE and AFAPD and therefore must support these older message formats that are precursors to VMF.

c. Mr. Spurlock emphasized that the JSF developers need to know what versions of MIL-STD 188-220 and MIL-STD 2045-47001 B will be implemented in the platforms with which the JSF must interface.  The “D” versions of these standards are more robust and backwards compatible that the earlier versions, yet they are not currently available.  

d. The JSF IERs specify that if a data link is possible, it must be employed; otherwise, voice communications will be utilized to pass information.

e. The JSF program plans to conduct VMF integration testing in 2007 and will implement the VMF MIL-STD when it is available.

5. Briefing:  Systems Integration Environment (SIE) and Facility

Mr. Steve Lerner, MCTSSA, presented a briefing on the SIE at MCTSSA that emulates a notional VII Marine Expeditionary Force (MEF).  This test environment was built to replicate an operational USMC tactical communications architecture.

6. Briefing:  JITC VMF Testing.

a. Ms. Lisa Anderson (Northrop Grumman Mission Systems/JITC) briefed on the JITC approach to VMF testing.  She addressed JITC’s VMF testing process, the toolsets used by JITC for VMF testing, and a recap of VMF testing accomplishments by JITC, including the Maneuver Control System-Tactical Combat Operations (MCS-TCO), Common Operating Environment Message Processor (CMP), and the Target Location Designation and Handoff System.

b. Ms. Anderson also discussed the results of CMP standards conformance testing that took place in March 2003.  She addressed two types of issues that were identified during this testing, and attributed both types of issues to ambiguities in the Technical Interface Design Plan (TIDP-TE).  

c. The first category of anomaly addressed the fact that the TIDP does not have to specify if a field must be present for it to be considered not equal to another value.  These issues were identified only in TIDP-TE, Reissue 4 messages.  The Service representatives agreed that these VMF TIDP-TE R4 messages are not currently used, and will not be used, in any operational VMF-capable systems.  Therefore, this anomaly has no impact on the VMF community.

d.
The second category of anomaly addressed the involved a likely omission of parentheses in specifications of cases and conditions that include one or more exclusive OR (XOR) statements.  From a literal Boolean view, the identified cases/conditions could be satisfied with a subset of what appears to be required information from a functional standpoint. Parentheses may be required in these cases to clarify the intent of the case.  JITC provided copies of the PTRs to the Services for information purposes and to determine if the messages are or will be implemented in VMF-capable systems, and if there is an associated operational impact.  

7. Briefing:  Standards Conformance Testing Methodology.

a.
Mr. Hal Maynard (Northrop Grumman Mission Systems/JITC) briefed on the JITC methodology for VMF Standards Conformance Testing.  JITC’s Standards Conformance message set includes messages that test the following:

· All VMF message types

· All cases and conditions

· All repeat fields and groups

· Breakpoint (lower and upper values) testing of VMF data fields

· Negative testing  

b.  The briefing led to a group discussion that concluded JITC needs to develop an approach and listing of mandatory criteria for standards conformance of the lower layer protocols, much as they have done with the requirements for standards conformance testing.  Since JITC approaches joint interoperability certification from a systems perspective, another branch (C2 Systems Branch) will be asked to actively participate in the next TEWG.

8. Discussion: JINTACCS Roles and Responsibilities.

Mr. Rich Clarke, JITC, led a discussion that centered on a potential issue regarding funding.  There is currently no discrete funding source in place for the Services to participate in developmental testing (DT)/operational testing (OT) venues and to adjudicate Trouble Reports (TRs) resulting from these venues in a Joint Analysis Review Panel (JARP)-like process.  Since much of VMF joint interoperability testing may utilize DT/OT events, this may become a resource issue that the Services may need to program for.

9.   Discussion: VMF Minimum Implementation.  

a.  Ms. Lisa Anderson, JITC, led a discussion regarding JITC’s position on VMF Minimum Implementation (Min Imp).  JITC will not certify a system if it does not meet Min Imp requirements as specified in the VMF TIDP-TE. Furthermore, meeting Min Imp requirements will be considered entrance criteria to joint interoperability testing.  If a system has no operational need to implement a Minimp message, case, group, or field, the system proponent must request and receive a Request for Exemption (RFE) from the Configuration Control Board (CCB) to be considered for a joint interoperability certification if it does not meet Min Imp.

b. JITC’s position on Min Imp led to much discussion.  The Services require written guidance from DISA/JITC in order to fund for Min Imp or to comply with the RFE process.  Mr. Mike Molidor, JITC, added to the dialogue the following day and confirmed that systems must satisfy Min Imp requirements or have an RFE in order to be considered for JITC certification.  There is currently no written policy in place that directs the Services in this regard, and JITC took an action to develop a written position regarding Min Imp.

10.   Discussion: Criteria for Recurring Joint Testing.  

Mr. Lauro Teran, JITC, led a discussion regarding requirements for recurring joint testing similar to the current JIT testing for USMTF and Link 11/16.  JITC policy states that systems need to recertify every three years or after a major upgrade.  However, the basis for the discussion revolved around whether it will be feasible, valuable or cost-effective to conduct JIT-type testing in light of the following issues:

· Systems may implement different TIDP/MIL-STD baselines

· Systems may implement different messages, cases, groups, and fields beyond Min Imp

Until JITC has more updated, detailed information regarding systems that implement VMF, the requirements for JIT-type testing are not determined.

11. Briefing: DERG and Implementation Database

a. Mr. Neil Barrett, JITC, presented a briefing to address two action items from TEWG 03-1 regarding DERG and Implementation Database requirements.  He recommended an Extensible Markup Language (XML) formatted file for the DERG and standardized XML style sheets to control the format.  He also presented a concept of standardizing the header information for each data file while storing the contents of each file in binary format.

b. The TEWG members suggested that the concept and design of a VMF DERG and/or standardized style sheet may be better suited for a breakout working group following the next TEWG.  Mr. Robert Kidwell, CTSF, offered to host the next TEWG at his facility in Fort Hood, Texas.  He also offered to present briefings on C3 Driver, an integrated toolsuite used at the CTSF and the Army’s tactical internet.

12. Discussion: TEWG Terms of Reference (TOR) 

One of the action items from TEWG 03-1 was for the Services to review the TEWG TOR and provide comments to JITC.  Only the Navy provided comments.  JITC took an action to redefine the mission statement in the TOR and redistribute out the document for review.  The TOR will reflect JITC’s systems certification approach.

13. Discussion: Family of Interoperable Operational Pictures (FIOP)

Although the TEWG agenda indicated a FIOP briefing via VTC, there was a conflict, and the briefing was replaced by a discussion.  Mr. Frank Kreiger, AFC2ISRC, provided two briefings from a FIOP conference he had attended as a basis for discussion.  Mr. Teran asked the group if it would be valuable to again ask the FIOP representatives to brief the TEWG on FIOP efforts related to VMF.  Mr. McDonald Gibson, UK representative, thought that it was not relevant to VMF testing, but Mr. Kidwell, CTSF, stated that he thought it was a good topic for the TEWG.  He took an action to provide guidance relevant FIOP topics for the TEWG.

14. Discussion: Transport Protocol Certification

a. This discussion centered on the JITC system certification approach, which is not addressed by the TDL branch responsible for hosting the TEWG.  JITC expects that standards conformance testing, including lower layer protocol testing, will be performed by the Services prior to entry into joint interoperability testing (or by JITC on a reimbursable basis).  JITC’s C2 Systems Branch, in concert with the Networks, Transmission and Intelligence Division, will address lower layer protocol testing and what JITC requires in an overall systems certification approach.  

b. Bob Kidwell, CTSF, stated that the radios/transport media are tested prior to Army certification during connectivity checks but are not considered part of an interoperability certification.

2. Description of Action Items.

C.  FUTURE VMF TEWG ACTIVITIES

1.  TEWG Meeting Schedule.  

The TEWG agreed upon the following dates/locations for the next meeting.  

TEWG 2003-3, August 12-14, 2003 at the CTSF, Ft Hood, TX

TEWG 2004-1, January 13-15, 2004 at JITC, Ft Huachuca, AZ

2.  Adjournment.

The group members were thanked for their input and cooperation during the meeting.  With these comments, the meeting was adjourned.
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